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Abstract—Digital video watermarking is used for copyright 

protection and authentication of multimedia data in a 

networked environment like government information , 

military and defence data etc. It makes possible to identify the 

author, owner, distributor or authorized consumer of a 

document. In this paepr, we propose a new video 

watermarking approach based on discrete wavelet 

transform(DWT), discrete cosine transform(DCT) and 

singular value decomposition(SVD) technique in order to 

protect digital media copyright efficiently. The aim for this 

work is to achieve low payload with high robustness. The 

robustness of this technique is tested by applying different 

types of attacks. Proposed scheme is used to get good image 

quality of watermark image with better peak signal to noise 

ratio(PSNR), correlation coefficient(CR) and payload. 
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I. INTRODUCTION 

Nowadays, In every field there is a broad use of digital contents. 

Digital documents can be easily copied by large numbers of 

people without any cost. People can download image, audio, and 

video, and they can share them with  friends. Due to this reason, 

there is more probability of copying of digital information. 

Therefore, there is need of restriction on such illegal document 

copyright of digital media. Digital watermarking is the major 

solution to this problem[3]. 

 
Digital watermarking is the process of embedding digital code into 

digital multimedia (images, audio and video sequence). The 

embedded information or watermark can be a serial number or 

random number sequence, ownership identifiers, copyright 

messages, control signals, transaction dates, information about the 

creators of the work, bi-level or gray level images, text or other 

digital data formats[1]. 

 

Video watermarking is different from image watermarking, 

because additional data are available here that allows information  

to  be  more  redundantly  and  reliably embedded. Digital video 

is a sequence or collection of  images. The amount of information 

that can be embedded in 
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