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 Abstract: Face Recognition is used for real time application 

and demanded application. This paper represents two 

modules. In first module, face recognition is done by 

combining local binary pattern (LBP) and principal 

component analysis (PCA) in different way. Proposed 

algorithm is used for better recognition rate. PCA is used for 

dimension reduction of image and LBP is used to describe the 

texture of image data. So hybrid approach will increase the 

recognition rate of face and also decreased false match rate 

but there is no difference in verification time. So it is suitable 

for real time application. We compared proposed method 

with both PCA and LBP to compute these changes. In case of 

execution time, there is no difference between of existing and 

proposed method. In Second module, key generation from 

feature vectors of proposed algorithm for the purpose of the 

security. According to the result proposed algorithm generate 

fastest key compared to the existing key. 

 
Key words: Facial image representation, LBP, PCA, 

Recognition rate, False match rate, Key Generation, 

Encryption, Decryption   

 

1. INTRODUCTION 

Face Recognition features can be done by global features 

and local features of face. Global features focus on the 

entire facial image so it has Less Accuracy. Local Features 

focus only local area of the face, which is help to identify 

and verify the person. So it is most accurate method. The 

local binary pattern (LBP) is design for local texture 

description and shape of an image. It is done by dividing an 

image into small parts from which local features are 

extracted. These local features consist of binary patterns 

which describe the location of pixels in those areas. The 

gained features from the regions are combined into a single 

feature histogram, which is represents the image. Images 

can be compared by distance measurement. It is based on 

local feature extraction and dimension reduction. In 

proposed method face recognition done by combining the 

LBP and PCA in different way which provides very good 

results. It increased the performance of recognition. It can 

work against face images with different facial conditions.  

 

2.2 Pose Problem 

Face recognition with different facial poses that is called 

pose problem. If face rotation made very large changes in 

face appearance it reduce recognition rate. If person try to 

match same image with different facial pose, it show the 

different result.[8] 

 

3. FACE RECOGNITION PROBLEM USING LBP 

OPERATOR 

Limitation of the basic LBP operator is that its small 3 * 3 

neighborhood cannot capture dominant features with large-

scale structures. It cannot deal with the texture at different 

scales and the operator was later generalized to use 

neighborhoods of different size so LBP cannot work well 

on large scale images.[5] 

  

4. DATABASE 

The FEI face database is a Brazilian face database that 

holds 14 images for each of 200 individuals, a total of 2800 

images. All images are colorful and standing frontal 

position with profile rotation up to about 180 degrees. Age 

of persons between 19 to 40 years old with distinct 

appearance, hairstyle, and adorns.[47] 
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